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	Summary of change:
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· Some other rewordings.
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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "Technical Specification Group Services and System Aspects; System Architecture for the 5G System".
[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]
3GPP TS 23.203: "Policies and Charging control architecture; Stage 2".

[5]
3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[6]
3GPP TS 23.179: "Functional architecture and information flows to support mission-critical communication service; Stage 2".

[7]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; Stage 2".

[8]
3GPP TS 32.240: "Charging management; Charging architecture and principles".

[9]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[10]
3GPP TS 23.161: "Network-Based IP Flow Mobility (NBIFOM); Stage 2".

[11]
3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload; Stage 2".

[12]
3GPP TS 23.167: "3rd Generation Partnership Project; Technical Specification Group Services and Systems Aspects; IP Multimedia Subsystem (IMS) emergency sessions".

[13]
3GPP TS 29.507: "Access and Mobility Policy Control Service; Stage 3".

[14]
Void.
[15]
3GPP TS 22.011: "Service Accessibility".
[16]
3GPP TS 23.221: "Architectural requirements".
[17]
3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
[18]
3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace concepts and requirements".
[19]
3GPP TS 24.526: "UE Equipment (UE) policies for 5G System (5GS); Stage 3".
[20]
3GPP TS 32.291: "Charging management; 5G system, Charging service; stage 3".
[21]
3GPP TS 32.255: "Telecommunication management; Charging management; 5G Data connectivity domain charging; Stage 2".
[22]
3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
[23]
3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".
[24]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[zz]
3GPP TR 33.919: ” 3G Security; Generic Authentication Architecture (GAA); System description”.
* * * Second change* * * *
4.3.2
Charging related requirements


4.3.2.1
General

In order to allow for charging control on service data flow, the information in the PCC rule identifies the service data flow and specifies the parameters for charging control. The PCC rule information may depend on subscription data.

For the purpose of charging correlation between application level (e.g. IMS) and service data flow level, applicable charging identifiers shall be passed along within the PCC architecture, if such identifiers are available.

For the purpose of charging correlation between service data flow level and application level (e.g. IMS) as well as on-line charging support at the application level, applicable charging identifiers and Access Type identifiers shall be passed from the PCF to the AF, if such identifiers are available.

4.3.2.2
Charging models

The PCC charging shall support the following charging models for charging performed by SMF:

-
Volume based charging;

-
Time based charging;

-
Volume and time based charging;
-
Event based charging;
-
No charging.

NOTE 1:
The charging model - "No charging" implies that charging control is not applicable.

Shared revenue services shall be supported. In this case settlement for all parties shall be supported, including the third parties that may have been involved providing the services.

NOTE 2:
When developing a charging solution, the PCC charging models may be combined to form the solution. How to achieve a specific solution is however not within the scope of this TS.

4.3.2.3
Charging requirements

The requirements in this clause apply to PCC rules based charging unless exceptions are explicitly mentioned.

It shall be possible to apply different rates and charging models when a user is identified to be roaming from when the user is in the home network. Furthermore, it shall be possible to apply different rates and charging models based on the location of a user, beyond the granularity of roaming.

It shall be possible to apply a separate rate to a specific service, e.g. allow the user to download a certain volume of data, reserved for the purpose of one service for free, and then continue with a rate causing a charge.

It shall be possible to change the rate based on the time of day.

It shall be possible to enforce per-service identified by PCC Rule usage limits for a service data flow using online charging on a per user basis (may apply to prepaid and post-paid users).

It shall be possible to apply different rates depending on the access used to carry a Service Data Flow

It shall be possible for the CHF to set and send the thresholds (time and/or volume based) for the amount of remaining credit to the SMF for monitoring. In case the SMF detects that any of the time based or volume based credit falls below the threshold, the SMF shall send a request for credit re-authorization to the CHF with the remaining credit (time and/or volume based).

It shall be possible for the CHF to select the applicable rate based on:

-
home/visited PLMN;

-
QoS Flow characteristics (e.g. QoS);

-
QoS provided for the service;

-
time of day;

-
Access Type specific parameters.

The CHF maintains the tariff information, determining the rate based on the above input. Thus the rate may change e.g. as a result of PDU Session modification to change the QoS Flow characteristics provided for a service data flow.

The charging rate or charging model applicable to a service data flow may change as a result of events in the service (e.g. insertion of a paid advertisement within a user requested media stream).

The charging model applicable to a service data flow may change as a result of events identified by the CHF (e.g. after having spent a certain amount of time and/or volume, the user gets to use some services for free).

The charging rate or charging model applicable to a service data flow may change as a result of having used the service data flow for a certain amount of time and/or volume.

For online charging, it shall be possible to apply an online charging action upon SMF events (e.g. re-authorization upon QoS change).

It shall be possible to apply an online charging action upon Application Start/Stop events.

It shall be possible to indicate to the SMF that interactions with the CHF are not required for a PCC rule, i.e. to perform neither accounting nor credit control for the service data flow, and then no offline charging information is generated.

4.3.2.4
Examples of Service Data Flow Charging

There are many different services that may be used within a network, including both user-user and user-network services. Service data flows from these services may be identified and charged in many different ways. A number of examples of configuring PCC rules for different service data flows are described below.

EXAMPLE 1:
A network server provides an FTP service. The FTP server supports both the active (separate ports for control and data) and passive modes of operation. A PCC rule is configured for the service data flows associated with the FTP server for the user. The PCC rule uses a filter specification for the uplink that identifies packets sent to port 20 or 21 of the IP address of the server, and the origination information is wildcarded. In the downlink direction, the filter specification identifies packets sent from port 20 or 21 of the IP address of the server.

EXAMPLE 2:
A network server provides a "web" service. A PCC rule is configured for the service data flows associated with the HTTP server for the user. The PCC rule uses a filter specification for the uplink that identifies packets sent to port 80 of the IP address of the server, and the origination information is wildcarded. In the downlink direction, the filter specification identifies packets sent from port 80 of the IP address of the server.

EXAMPLE 3:
An operator offers a zero rating for network provided DNS service. A PCC rule is established setting all DNS traffic to/from the operators DNS servers as offline charged. The data flow filter identifies the DNS port number, and the source/destination address within the subnet range allocated to the operators network nodes.

EXAMPLE 4:
An operator has a specific charging rate for user-user VoIP traffic over the IMS. A PCC rule is established for this service data flow. The filter information to identify the specific service data flow for the user-user traffic is provided by the P‑CSCF (AF).

EXAMPLE 5:
An operator is implementing UICC based authentication mechanisms for HTTP based services utilizing the GAA Framework as defined in TR 33.919 [zz] by e.g. using the Authentication Proxy. The Authentication Proxy may appear as an AF and provide information to the PCF for the purpose of selecting an appropriate PCC Rule.

* * * Third change* * * *
4.3.3
Policy control requirements

4.3.3.1
Gating control requirements

Gating control shall be applied by the UPF on a per service data flow basis.

To enable the PCF gating control decisions, the AF shall report session events (e.g. session termination, modification) to the PCF. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".

Gating Control applies for service data flows of IP type.

4.3.3.2
QoS control requirements

4.3.3.2.1
QoS control at service data flow level

It shall be possible to apply QoS control on a per service data flow basis in the SMF, applicable for service data flows of both IP type and Ethernet type.

QoS control per service data flow allows the PCC framework to provide the SMF with the authorized QoS to be enforced for each specific service data flow. Criteria such as the QoS subscription information may be used together with policy rules such as, service-based, subscription-based, or predefined PCF internal policies to derive the authorized QoS to be enforced for a service data flow.

It shall be possible to apply multiple PCC rules, without application provided information, using different authorised QoS within a single PDU Session and within the limits of the Subscribed QoS profile.

4.3.3.2.2
QoS control at QoS Flow level

It shall be possible for the PCC framework to support control of QoS reservation procedures (UE-initiated or network-initiated). It shall be possible to determine the QoS to be applied in QoS reservation procedures (QoS control) based on the authorised QoS of the service data flows that are applicable to the QoS Flow and on criteria such as the QoS subscription information, service based policies, and/or predefined PCF internal policies.

It shall be possible for the SMF to determine the authorized QoS of a QoS Flow using the PCC rules associated to the QoS Flow, and the SMF shall be able to notify the PCF if the QoS Flow is removed or the GFBR of a QoS Flow can no longer (or can again) be guaranteed.

It shall be possible for the PCC framework to support control of QoS for the packet traffic of the PDU Session.

The PCC framework shall be able to provide policy control in the presence of NAT devices. This may be accomplished by providing appropriate address and port information to the PCF.

The enforcement of the control for QoS reservation procedures for a QoS Flow shall allow for a downgrading or an upgrading of the requested QoS as part of a UE-initiated QoS Flow establishment and modification. The PCC framework shall be able to provide a mechanism to initiate QoS Flow establishment and modification as part of the QoS control.

The PCC framework shall be able to handle QoS Flows that require a guaranteed bitrate (GBR QoS Flows) and QoS Flows for which there is no guaranteed bitrate (Non-GBR QoS Flows).

4.3.3.2.3
QoS control at PDU Session level

It shall be possible for the PCF to provide the authorized Session-AMBR values, default 5QI/ARP combination for PDU Session of IP type, Ethernet type and unstructured type unconditionally or conditionally, i.e. per PDU Session type and/or RAT type.

It shall be possible for the PCF to request a change of the unconditional or conditional authorized Session-AMBR value(s) at a specific point in time.

4.3.3.3
Subscriber spending limits requirements

It shall be possible to enforce policies based on subscriber spending limits. The CHF shall maintain policy counter(s) to track spending for a subscription. These policy counters must be available in the CHF prior to their use over the N28 interface.

NOTE 1:
The mechanism for provisioning the policy counters in the CHF is out of scope of this document.
NOTE 2:
A policy counter in the CHF can represent the spending for one or more services, one or more devices, one or more subscribers, etc. The representation is operator dependent. There is no explicit relationship between Charging Key and policy counter.
The PCF shall request information regarding the subscriber's spending from the CHF, to be used as input for dynamic policy decisions for the subscriber, using subscriptions to spending limit reports. The CHF shall make information regarding the subscriber's spending available to the PCF using spending limit reports.

4.3.4
Usage monitoring control requirements

The requirements to monitor, both volume and time usage, and report the accumulated usage of network resources are described as following for PDU Sessions of type IP and Ethernet.

It shall be possible to apply usage monitoring for the accumulated usage of network resources on a per Session and user basis. This capability is required for enforcing dynamic policy decisions based on the total network usage in real-time.

The PCF that uses usage monitoring for making dynamic policy decisions shall set and send the applicable thresholds to the SMF for monitoring. The usage monitoring thresholds shall be based either on time, or on volume. The PCF may send both thresholds to the SMF. The SMF shall notify the PCF when a threshold is reached and report the accumulated usage since the last report for usage monitoring. If both time and volume thresholds were provided to the SMF, the accumulated usage since last report shall be reported when either the time or the volume thresholds are reached.

NOTE:
There are reasons other than reaching a threshold that can cause the SMF to report accumulated usage to the PCF as defined in clauses 6.2.2.3.
The usage monitoring capability shall be possible for an individual or a group of service data flow(s), or for all traffic of a PDU Session in the SMF. When usage monitoring for all traffic of a PDU Session is enabled, it shall be possible to exclude an individual SDF or a group of service data flow(s) from the usage monitoring for all traffic of this PDU Session. It shall be possible to activate usage monitoring both to service data flows associated with predefined PCC rules and dynamic PCC rules, including rules with deferred activation and/or deactivation times while those rules are active.

If service data flow(s) need to be excluded from PDU Session level usage monitoring and PDU Session level usage monitoring is enabled, the PCF shall be able to provide the an indication of exclusion from session level monitoring associated with the respective PCC rule(s).

It shall be possible to apply different usage monitoring depending on the access used to carry a Service Data Flow.

* * * Forth change* * * *
4.3.6
Support for service capability exposure

It shall be possible to transfer information related to service capability exposure between the PCF and the AF via an NEF as described in clause 5.13 of TS 23.501 [2].

* * * Fifth change* * * *
5
Architecture model and reference points
5.1
General

This specification describes the policy and charging control framework for the 5G system. The interaction between network functions is represented in two ways.
-
A service-based representation, where network functions enable other authorized network functions to access their services. This representation also includes point-to-point reference points where necessary.

-
A reference point representation, which shows that interactions exist between those network functions for which a reference point is depicted between them.


* * * End of the changes* * * *
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